SA WG2 Temporary Document

Page 1

SA WG2 Meeting #130
S2-1900677
January 21 - 25, 2019, Kochi, India
(revision of S2-19xxxxx)
Source:
Intel
Title:
Revisited conclusion on 5GLAN Group Management
Document for:
Approval

Agenda Item:
6.15.1
Work Item / Release:
Vertical_LAN / Rel-16
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1
Introduction
SA2#129bis made the following conclusion on 5GLAN Group Management in TR 23.734 clause 8.3.2:

8.3.2
Conclusions for Key Issue #4.1 on 5GLAN Group Management
a)
In this release it is assumed that the 5GLAN Group Management can be configured by a network administrator (a.1) or can be managed dynamically by AF (a.2).


For both a.1) and a.2): GPSI is used to uniquely identify the 5GLAN group member.


For a.1) only: The Group as described in clause 5.2.3.3.1 of TS 23.502 [4] is used to identify the 5GLAN group.


For a.2) only: For dynamic 5GLAN Group Management, the NEF shall expose a new set of service API to manage (e.g. add/delete) 5GLAN group and 5GLAN member.

b)
The 5GLAN configuration is provided by the AF to the NEF and is stored in the UDR, by using the NEF service operations information flow procedure described in TS 23.502 [4] clause 4.15.6.2.

c)
The list of parameters in the 5GLAN configuration includes at least the PDU session type (i.e. IP or Ethernet), DNN, S-NSSAI and GPSI of 5GLAN group member UE (only for the case of a.2). Any additional parameters in the 5GLAN configuration shall be determined as part of normative work.
d)
Some of the 5GLAN configuration stored in the UDR, i.e. PDU session type (i.e. IP or Ethernet), DNN and S-NSSAI is delivered to UE from the PCF using the UE Configuration Update procedure for transparent UE Policy delivery described in TS 23.502 [4] clause 4.2.4.3.

This contribution focuses on conclusions c) and d).

2
Conclusion d): Delivery of 5GLAN configuration to UE 

According to conclusion d) some of the 5GLAN configuration (PDU Session type, DNN, S-NSSAI) is delivered to UE from the PCF using the UE Configuration Update procedure for transparent UE Policy delivery (TS 23.502 clause 4.2.4.3).

Currently there are two types of UE Policy defined in TS 23.503 that are delivered to UE using the procedure for transparent UE Policy delivery: ANDSP and USRP.

The 5GLAN configuration (judging from the currently agreed parameters) belongs to neither ANDSP nor USRP, and would need to be defined in TS 23.503 as a separate set of UE Policy.

However, it is questionable whether 5GLAN configuration is really a “policy” at all? According to the currently agreed parameters for 5GLAN configuration (i.e. PDU Session type, DNN, S-NSSAI) the 5GLAN configuration seems to be just a set of parameters that describe a specific PDU Session configuration. The PDU Session parameters today are locally configured in the UE and there is currently no mechanism for provisioning such information from the network side.

We tend to conclude that the delivery of 5GLAN configuration should also remain outside of 3GPP scope and no specification work is required on that aspect.

Overall here is how the 5GLAN service would work:

-
The user requests a 5GLAN service from the operator by using means that are outside of 3GPP scope (e.g. a dedicated operator portal). The request includes the LAN type (IP or Ethernet) and the list of GPSIs of all 5GLAN members.

-
The network administrator configures the 5GLAN resources and assigns a DNN and S-NSSAI for the PDU Session providing access to the 5GLAN. Note that on the network side the network administrator may use the AF-NEF-UDR path to provision the 5GLAN configuration in the UDR, as indicated in conclusion b).
-
All 5GLAN members are then invited to download the “My 5GLAN” application from the operator’s website. The “My 5GLAN” application includes the DNN and S-NSSAI parameters that are to be used for access to the 5GLAN service. When the user launches the “My 5GLAN” application, the latter uses the DNN, S-NSSAI and PDU Session type parameters to request the PDU Session that provides access to the 5GLAN service.

Proposal 1: Based on the previous discussion it is proposed to conclude that the 5GLAN configuration is delivered to UE by means that are outside of 3GPP scope.

2
Conclusion c): Additional parameters in 5GLAN configuration

For 5GLAN of Ethernet type it is possible to provide access to multiple 5GLANs via the same PDU Session by using the 802.1Q VLAN ID tag (VID tag). The VID tag is part of the traffic description in the USRP rule (defined in TS 24.526). As such, it is an essential part for gating control in the PSA and can be used for dropping of Ethernet frames that are sent with VID tags other than those defined in the 5GLAN configuration.
Given that the 5GLAN configuration is stored in the UDR, the VID tag needs to be part of it.

Proposal 2: The 802.1Q VLAN tag (VID tag) is part of the 5GLAN configuration stored in the UDR.

3
Proposal

It is proposed to agree the following:

Proposal 1: Based on the previous discussion it is proposed to conclude that the 5GLAN configuration is delivered to UE by means that are outside of 3GPP scope.

Proposal 2: The 802.1Q VLAN tag (VID tag) is part of the 5GLAN configuration stored in the UDR.

The related changes to TR 23.734 are illustrated below.

Given that TR 23.724 is now under change control, a CR may be needed to make the changes. If the proposals are agreeable, Intel is happy to draft the CR. Alternatively, the proposals can be incorporated in other CRs submitted for this meeting.
******************************** START CHANGE *********************************

8.3
Conclusion for 5G-LAN

8.3.1 Conclusion for Key Issue #4, #5

Solution #29 is concluded as the conclusion for key issue 4 and 5.
8.3.2
Conclusions for Key Issue #4.1 on 5GLAN Group Management
a)
In this release it is assumed that the 5GLAN Group Management can be configured by a network administrator (a.1) or can be managed dynamically by AF (a.2).


For both a.1) and a.2): GPSI is used to uniquely identify the 5GLAN group member.


For a.1) only: The Group as described in clause 5.2.3.3.1 of TS 23.502 [4] is used to identify the 5GLAN group.


For a.2) only: For dynamic 5GLAN Group Management, the NEF shall expose a new set of service API to manage (e.g. add/delete) 5GLAN group and 5GLAN member.

b)
The 5GLAN configuration is provided by the AF to the NEF and is stored in the UDR, by using the NEF service operations information flow procedure described in TS 23.502 [4] clause 4.15.6.2.

c)
The list of parameters in the 5GLAN configuration includes at least the PDU session type (i.e. IP or Ethernet), DNN, S-NSSAI, the 802.1Q VLAN tag (VID tag) and GPSI of 5GLAN group member UE (only for the case of a.2). Any additional parameters in the 5GLAN configuration shall be determined as part of normative work.

d)
The 5GLAN configuration stored in the UDR, i.e. PDU session type (i.e. IP or Ethernet), DNN and S-NSSAI is delivered to UE by means that are outside of 3GPP scope.

 ******************************** END CHANGE *********************************
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